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Take Five to Stop Fraud Welsh Social Media Calendar May 2022


Notes:

This deck features social posts for use in May across Facebook, Twitter, Instagram and LinkedIn. We have provided assets in Welsh and copy for your translation.

With a focus on ticket fraud, we have also included posts relating to a number of relevant threats such as holiday fraud. 

Feel free to use the assets at your convenience.

Each post consists of text (copy) and an asset (image or animation). Once saved you can upload onto your social channels with a copy of the associated text from the deck.​

Please do not include links in posts. If you would like to provide a link to a website or specific webpage, please use a Twitter, Facebook or LinkedIn card. Instagram doesn’t allow for the inclusion of clickable links within posts.



	
Take Five to Stop Fraud Social Media Calendar - Welsh
May 2022

	Date
	Platform
	Copy
	Asset

	Monday 2nd May
	Facebook, Instagram, LinkedIn
	With the summer approaching are you thinking of booking festival, gig or sporting event tickets?
Criminals target those looking to attend live events to commit ticketing fraud.
Always access the website you’re purchasing from by typing it into your web browser and be wary of clicking on links in unsolicited emails or social media posts.
Use the secure payment method recommended by reputable online retailers and auction sites.
#TakeFive #StopChallengeProtect


	




	Monday 2nd May
	Twitter
	Thinking of booking festival, gig or sporting event tickets?
Criminals target those looking for tickets. Access the website you’re purchasing from by typing it into your browser and be wary of clicking on links in unsolicited emails/social media posts.
#TakeFive
	


	Wednesday 4th May
	Facebook, Instagram, LinkedIn
	The excitement of a gig, festival or sporting event might quickly disappear if you fall for ticketing fraud.
To keep your money safe avoid clicking on links in unsolicited emails or social media posts.
Book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR).
If you think you have fallen for a scam contact your bank immediately and report it to Action Fraud.
#TakeFive #StopChallengeProtect
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	Wednesday 4th May
	Twitter
	The excitement of a gig, festival or sporting event will disappear if you fall for ticketing fraud.
Avoid links in unsolicited emails /social media posts and book tickets directly with official sellers who are members of @STARticketing
#TakeFive
	[image: ]

	Thursday 5th May
	Facebook, Instagram, LinkedIn
	Longing to book your next holiday? Be wary of deals or offers that seem too good to be true.

Remember to #TakeFive before parting with your hard-earned cash, as some deals that are advertised online may not be all they seem.

Stay ahead of the criminals by following our tips:

✔️ Read online reviews from reputable sources to check websites are genuine.

✔️ Only use the secure payment method recommended by reputable online retailers.

✔️ If possible, use a credit card when making purchases over £100 and up to £30,000 as you receive protection under section 75 of the Consumer Credit Act.

If you have visited a website you think is suspicious you can report it to the National Cyber Security Centre using the ‘report a suspicious website’ form on their website.

#StopChallengeProtect
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	Thursday 5th May
	Twitter
	Looking for a travel deal? 

✔️Use secure payment methods recommended by reputable retailers 

✔️If possible, use a credit card when making purchases over £100-£30,000 to receive protection from section 75 of the Consumer Credit Act 
✔️Read reviews from reputable sources
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	Monday 9th May
	Facebook, Instagram, LinkedIn
	Ticket fraud takes place when criminals target those looking for those looking to attend events. They try to convince people to make payments or hand over their personal or financial information.
If you plan on buying tickets anytime soon remember to beware of offers or prices that look too good to be true.
Book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR), as anything else could be a scam.
Remember to ask yourself – could this be fake?
#TakeFive #StopChallengeProtect
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	Monday 9th May
	Twitter
	Criminals target those looking for tickets with scams.

Book tickets directly with official sellers who are members of @STARticketing, as anything else could be fraudulent. If you see an offer/price that look too good to be true ask yourself – could it be fake?

#TakeFive
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	Tuesday 10th May
	Facebook, LinkedIn, Instagram
	“Spoofing” can make it difficult to tell when number or email address is legitimate.

That’s why our message is clear – #StopChallengeProtect when you get requests for your personal or financial information.

Remember it is ok to refuse, reject or ignore these requests. Always ask yourself – could it be fake?
Contact your bank immediately if you think you’ve fallen for a scam and report it to Action Fraud.
#TakeFive
	


	Tuesday 10th May
	Twitter
	“Spoofing” can make it difficult to tell when number or email address is legitimate.
#StopChallengeProtect when you get requests for your personal or financial info. 
Contact your bank immediately if you think you’ve fallen for a scam and report it to @actionfrauduk. 
#TakeFive
	


	Friday 13th May
	Facebook, LinkedIn, Instagram
	If you’re buying tickets remember to follow the Take Five advice.
Be suspicious of any “too good to be true” offers or prices and always be wary of any requests to pay by bank transfer when buying tickets online or on social media.
Book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR), as anything else could be a scam.
It’s always safest to use the secure payment method recommended by reputable online retailers and auction sites.
#TakeFive #StopChallengeProtect
	


	Friday 13th May
	Twitter
	If you’re buying tickets remember to follow the Take Five advice.
Beware of “too good to be true” offers/prices and book tickets directly through official sellers who are members of the  Society of Ticket Agents and Retailers (STAR), anything else could be a scam.
#TakeFive
	


	Monday 16th May
	Facebook, Instagram, LinkedIn
	Remember the Take Five advice to avoid ticket fraud:
⚠️ Access the website you’re purchasing from by typing it into your web browser
⚠️ Avoid clicking on links in unsolicited emails or social media posts.
⚠️ Always use the secure payment method recommended by reputable online retailers and auction sites
⚠️ Book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR)
#TakeFive #StopChallengeProtect

	


	Monday 16th May
	Twitter
	Remember the Take Five advice to avoid ticket fraud:
⚠️ Avoid links in unsolicited emails /social media posts
⚠️ Use the secure payment method recommended by reputable retailers/auction sites
⚠️ Book tickets directly with official sellers who are members of @STARticketing
	


	Wednesday 18th May
	Facebook, Instagram, LinkedIn
	If you’re contacted by someone asking for your personal or financial information remember to #StopChallengeProtect. ⠀
⠀
Taking a moment to stop and think before parting with your money or information could keep you safe.⠀
⠀
Remember, only criminals will try to rush or panic you. 
#TakeFive #StopChallengeProtect
	


	Wednesday 18th May
	Twitter
	If you’re contacted by someone asking for your personal or financial information remember to #StopChallengeProtect. ⠀ 
Taking a moment to stop and think before parting with your money or information could keep you safe. Only criminals will try to rush or panic you. 
#TakeFive
	


	Thursday 19th May
	Facebook, Instagram, LinkedIn
	Criminals don’t care what type of music you’re into. They’ll pretend to be selling tickets to any kind of gig to try and scam you out of your money.
Beware of anyone who only wants payment via bank transfer. Remember it’s always safest to use the secure payment method recommended by reputable online retailers and auction sites.
Make sure you book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR).
#TakeFive #StopChallengeProtect
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	Thursday 19th May
	Twitter
	Criminals don’t care what type of music you’re into. They’ll pretend to be selling tickets to any kind of gig for their scams.
Beware of anyone who only wants payment via bank transfer and book tickets directly with official sellers who are members of @STARticketing
#TakeFive
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	Monday 23rd May
	Facebook, Instagram, LinkedIn
	How do people say no where you are from?
Remember to just say no if someone contacts you offering tickets for a high-demand or sold out event online or on social media.
[bookmark: _Hlk100735152]Instead, book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR).

Beware of anyone asking for payment by bank transfer and use a credit card when making purchases between £100-£30,000 to receive protection under section 75 of the Consumer Credit Act. Stop and think. It could protect you and your money.

#TakeFive



	


	Monday 23rd May
	Twitter
	How do people say no where you are from? 
Say no if someone contacts you offering tickets for a high-demand/sold out event online or on social media. Book tickets directly with official sellers who are members of @STARticketing, as anything else could be fraudulent.
 #TakeFive
	


	Wednesday 25th May
	Facebook, Instagram, LinkedIn
	Don’t let the criminals win!
If you’re booking tickets to a live sports event, make sure you avoid falling for ticket fraud.
Criminals advertise fake tickets online and might target sports fans.
Make sure you avoid links in unsolicited emails or social media posts and messages. Use a credit card when making purchases over £100 and up to £30,000 as you receive protection under Section 75 of the Credit Consumer Act.
#TakeFive #StopChallengeProtect
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	Wednesday 25th May
	Twitter
	Don’t let the criminals win! 
If you’re booking tickets to a sporting event, make sure you avoid falling for ticket fraud. Criminals advertise fake tickets online. Avoid any links in unsolicited emails in social media posts or messages.
#TakeFive
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	Friday 27th May
	Facebook, Instagram, LinkedIn
	The excitement of a gig, festival or sporting event might quickly disappear if you fall for ticketing fraud.

To keep you and your money safe avoid clicking on links in unsolicited emails or social media posts.

Book tickets directly through official sellers who are members of the self-regulatory body Society of Ticket Agents and Retailers (STAR).

If you think you have fallen for a scam contact your bank immediately and report it to Action Fraud.

#TakeFive #StopChallengeProtect
	


	Friday 27th May
	Twitter
	The excitement of a gig, festival or sporting event will disappear if you fall for ticketing fraud. 
Avoid links in unsolicited emails /social media posts and book tickets directly with official sellers who are members of @STARticketing
#TakeFive
	





image2.png




image3.gif
PEIDIWCH A GADAEL EICH
. BREUDDWYDION GWYLIAU ™





image4.png




image5.png
Mae troseddwyr yn defnyddio
techneg o'r enw "spoofing" i
wneud iddo edrych fel bod
sefydliad dibynadwy yn cysylltu
a chi. Gall y testunau sgam hyn
ymddangos yn aml o fewn
negeseuon dilys sy'n eu gwneud
yn anodd eu hatal.

takefive-stopfraud.org.uk T0 STOP FRAUD"







image6.png
CYFRINAIR







image7.png






image8.png
NX’ WRTH DDIEITHRYN —q

~

Heriwch geisiadau annisgwyl am eich
gwybodaeth bersonol bob amser -

os ydych chi’n meddwl! ei fod yn sgam -
atebwch yn uniongyrchol a dywedwch NA.

AROS. HER. DIOGELU.

T0 STOP FRAUD"

N







image9.png
“Gadewch i mi feddwl/
am y peth”

R
4 o
S

“Bydd yn rhaid i mi wirio”

»

“Gadewch i mi feddwl am y peth”
Os bydd rhywun yn “Dwi ddim yn meddwﬂ’ / ?

cysvlltu a chi am eich
gwybodaeth bersonol
neu ariannol,

mae’n iawn dweud NA.

“Dwi ddim yn siwr”

“Gadewch i mi
feddwl am y peth”

“Dwi ddim yn meddwl/”

“Dwi ddim yn siwr”

“Alla i ddim ar hyn o bryd” “Dwi ddim yn siwr”

“Alla i ddim ar hyn o bryd”

AROS. HER. DIOGELU.








image1.png
g

10 STOP FRAUD"

STOPIO. SIALENS. AMDDIFFYN.





image10.png
v,
Osop




